IN THE UNITED STATES DISTRICT COURT
FOR THE SOUTHERN DISTRICT OF GEORGIA
AUGUSTA DIVISION

UNITED STATES OF AMERICA,
CASE NO. 1:17-CR-34-JRH-BKE

V.

REALITY LEIGH WINNER,

R g S N g

Defendant.

REPLY BRIEF IN SUPPORT OF DEFENDANT’S MOTION TO ADOPT THE
PROTECTIVE ORDER IN THE FORM PROPOSED BY DEFENDANT

This brief is submitted in reply to the Government’s opposition to Defendant’s motion and
brief of July 20, 2017. Doc. 45; Doc. 49. A fair reading of the Government’s brief and the cases
cited therein demonstrate why the Defendant’s proposed protective order should be entered by the
Court.

A. The Scope of the Order

The Government states:

If classified information appears in an “unclassified source” and the defense has not

received that classified information from the Govermment, then such information

would be beyond the scope of the Protective Order the Government has proposed.
Government’s Brief, p. 9 at Doc. 49, p. 9.

Defendant agrees with the above statement and suggests that it be incorporated into the
protective order, but with the words, “the Government has proposed” being deleted. In this regard,
the Government twice cites in its brief, .S, v. Pappas, 94 F.3d 795 (2d Cir. 1996), but fails to note

the central holding by that court. In Pappas, the court held that a CIPA protective order should not

reach beyond restrictions on disclosure of classified documents produced by the Government to the



defense in the course of pretrial discovery and the trial court’s control of admissibility of any
classified documents at trial. /d. at 798-801.

We are, of course, not addressing issues of the admissibility of evidence at trial at this
juncture. In accord with Pappas and the authorities cited therein, the scope of the protective order
should be limited to classified documents produced by the Government to Defense Counsel in this
case. The holding in Pappas thus argues in favor of the Defendant’s proposed protective order and
against the Government’s proposal. Pappas provides no suppoﬂ for entry of a protective order that
regulates a defendant’s right to cite to, copy or file copies of newspaper articles or other materials
in the public domain.

B. Information Drawn From Unclassified Sources

The Defendant’s motion asks that the following be added to paragraph 4.B of the
Government’s proposed order:

Information drawn from unclassified sources does not become classified information
because stmilar information also happens to appear in classified documents.

As to this proposal, the Government states:

Further, “drawn from unclassified sources” is vague because it is not clear what the

defense means by “unclassified sources.” This phrase could readily be interpreted

to mean “read in the newspaper,” in which case the defense’s proposed statement

is flatly incorrect.
Govemnment’s Brief, p. 7 at Doc. 49, p. 7 (emphasis added).

The Government’s response confirms the legitimacy of Defense Counsel’s expressed
concern. The scope of the Government’s proposed protective order goes far beyond control of

whatever classified documents it produces to Defense Counsel in this case. By its above-quoted

statement, the Government acknowledges that Defense Counsel could be cited for violation of its

-



proposed protective order if Defense Counsel cite to the Court or discuss in the public domain
articles published in a newspaper, be it the Washington Post, the New York Times, The Wall Street
Journal or the Augusta Chronicle.

Of course, if the Government produces confidential documents that “confirm” the accuracy
of a cited article, Defense Counsel understand that the fact of “confirmation’ should not be disclosed
outside the CIPA restraints. The Government’s suggestion that Defense Counsel seek permission
to use classified information to publicly “confirm” the accuracy of news reports 1s an erroneous
description of the Defendant’s position. See Brief of Government, pp. 5,7,9, 10, 11, 13. Paragraph
19.G of Defendant’s proposed protective order unambiguously addresses this issue. See Doc. 45,
p. 27.

Reports in the public domain and the use thereof by Defense Counsel in the defense of Ms.
Winner are quite important, as disclosure of information already in the public domain does not
violate the Espionage Act of 1917, United Staies v. Heine, 151 F.2d 813, 815 (2d Cir. 1945). The
protective order should not include restrictions on the use by Defense Counsel of newspaper articles
and other information and publications in the pubic domain.

C. The Scope of the Espionage Act of 1917.

Ms. Winner is charged with a felony violation of the Espionage Act of 1917, as amended.
18 U.S.C. § 793(e). Defendant cited authorities in her brief that Defense Counsel believe cast doubt
on whether that with which Ms. Winner is charged, if proven, would constitute a violation of the
Espionage Act. Doc. 45, pp. 3-9. This statute must be strictly construed. Scheidler v. National Org.
for Women, Inc., 537 U.S. 393 (2002) (“this being a criminal statute, it must be strictly construed,

and any ambiguity must be resolved in favor of lenity.”); United States v. Hilton, 701 F.3d 959, 966

3-



(4™ Cir. 2012) (“We will construe [a] criminal statute strictly and avoid interpretations not clearly
warranted by the text.”™).

In Gorin, the Court construed the term national defense to be limited to the military
operations of the army and navy and plans for “armed defense.” Gorinv. United States, 312 1.S.
19, 28-29 (1941), a strict construction of the statute. The Government, however, asserts,
inconsistently, that it need not address this issue and Defendant’s arguments, while simultaneously
arguing that, “the defense’s arguments with respect to the charge are meritless” and are “misplaced.”
Doc. 49, pp. 1, 19. The Government argues against the Defense’s citation to Gorir and asserts that
the holding in Heine is irrelevant. Doc. 49, p. 12, and n. 6.

The Government thus fails to fully respond to Ms. Winner’s limited briefing regarding the
Espionage Act of 1917, its history, its scope, and its elements. See Doc. 45, pp. 3-6. The
Government gives this briefing short-shrift, stating that it is “not relevant to the Court’s
consideration” of the proposed Protective Order. See Doc. 49, pp. 1-2, n.1. The Government’s
apparent view of the Espionage Act is far too simplistic and not consistent with applicable case
authorities. See, e.g. United States v. Rosen, 445 F.Supp.2d 602, 618-22 (E.D. Va. 20006).
Resolution of the issues and elements associated with Espionage Act violations will be
extraordinarily relevant to discovery, pre-trial motion practice and trial, and Ms. Winner intends to
fully brief these issues at the appropriate time.

D. Ms. Winner Should be Granted Access to Classified Discovery

The Government’s brief on the 1ssue of Ms. Winner’s access to discovery does not attempt
to recognize her Sixth Amendment rights to view all produced evidence, nor does the Government

acknowledge how extreme the facts are in those few cases in which access has been restricted.
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Compare United States v. Fishenko, 2014 WL 5587191 * 1-2 (E.D. N.Y.) with In re Terrorist
Bombings of U.S. Embassies in East Africa, 552 F.3d 93, 127 (2d Cir. 2008).

In further support of Defendant’s position, Defendant submits the protective order entered
in United States v. Thomas Andrews Drake, case no. 10-CR-181 RDB, U.S.D.Ct. D. Md., Doc. 18,
(Tab F), in which Mr. Drake was accorded access to classified documents to be produced in
discovery, with the order noting his “prior employment and prior authorized access to classified
information.” Doc. 18, p. 5.

Ms. Winner should be granted access to classified documents produced by the Government
in discovery.

E. The Government Fails to Demonstrate a Need to Immediately Know the
Identity of Defense Experts.

The Government argues for the right to know in advance the identify of all Defense experts
who, with appropriate clearance, may view the documents to be produced by the Government and
cites four cases in support of its position.

United States v. Musa, 833 F.Supp. 752 (E.D. Mo. 1993), cited by the Government, holds:

The government's request to be heard with regard to persons assisting the defendants

will be denied, as the security clearance procedure and Court approval required here

will adequately protectthe government's interest in protecting classified information.

Id. at 756.

United States v. Wilson, 750F.2d 7 (2d Cir. 1984), cited by the Govermneﬁt, does not address

the issue of disclosure of the identity of experts, nor do the other two decision cited by the

Government as support for its position. See United Statesv. Hitselberger,991 F.Supp.2d 91 (D.D.C.

2013); United States v. Hashmi, 621 F.Supp.2d 76 (S.D. N.Y. 2008). These three decisions are



inapposite.

Thus, the only cited case on point supports the position of the Defense. Moreover, the
Government’s proposed right to advance knowledge concerning Defense efforts to prepare for trial
is not reciprocal and thereby should be deemed a violation of Ms. Winner’s due process rights.
Wardius v. Oregon, 412 U.S. 470 (1973) (“discovery must be a two-way street”).

As to Defense expert witnesses, this Court should enter the protective order in the form
proposed by the Defense. .

CONCLUSION
The protective order as moved for by the Defense protects confidential information without
unnecessarily impairing the rights of the Defendant. It should be entered.
Respectfully Submitted,
BELL & BRIGHAM
s/ John C. Bell, Jr.
John C. Bell, Jr. {(Bar No. 048600)
Titus T. Nichols (Bar No. 870662)
PO Box 1547

Augusta, GA 30903-1547
(706) 722-2014

John@bellbrigham.com

Titus@bellbricham.com

Joe D. Whitley (Bar No. 756150)
Brett A. Switzer (Bar No. 554141)
Baker Donelson, Bearman,
Caldwell & Berkowitz, PC
3414 Peachtree Rd., NE, #1600
Atlanta, GA 30326
(404) 577-6000
jwhitley(@bakerdonelson.com
bswitzer{@bakerdonelson.com
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IN THE UNITED STATES DISTRICT COURT
FOR THE DISTRICT OF MARYLAND

NORTHERN DIVISION
UNITED STATES OF AMERICA *
*
V. ¥ Case No. 10 CR 00181 RDB

*

THOMAS ANDREWS DRAKE, *
*

Defendant. *

Fhhkdk

PROTECTIVE ORDER REGARDING CLASSIFIED INFORMATION

This matter comes before the court upon the Motion for Protective Order Under Section 3
of the Classified Information Procedures Act to prevent the unauthorized disclosure or
dissemination of classified national security information and documents which will be reviewed
or made available to the defendant and his counsel by the government during the prosecution of
this case. Pursuant to the authority granted under Section 3 of the Classified Information
Procedures Act, 18 U.S.C. App. 3 (2006) (“CIPA”), the Security Procedures Established
Pursuant to CIPA by the Chief Justice of the United States for the Protection of Classified
Information (reprinted following CIPA section 9), Rules 16(d) and 57 of the Federal Rules of
Criminal Proéedure, and the general supervisory authority of the Court, and in order to protect
the national security, the following Protective Order is entered:

L. The Court finds that this case will involve information that has been classified in
the interest of the national security. The storage, handling and control of this information will
require special security precautions mandated by statute, executive order, and regulation, and
access to which requires the appropriate security clearances. The purpose of this Order is to

establish procedures that must be followed by counsel and the parties in this case. These
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procedures will apply to all pretrial, trial, post-trial and appellate matters conceming classified
information and may be modified from time to time by further order of the Court acting under its
inherent supervisory authority to ensure a fair and expeditious trial.

2, Definitions. The following definitions shall apply to this Order:

a. “Classified information” shall mean: (i) any document or information
which has been classified by any executive agency in the interests of national security or pursuant
to Executive Order 12958, as amended by Executive Order 13292, as “Confidential,” “Secret,”
“Top Secret,” or “Sensitive Compartmented Information”; (i) any document or information now
or formerly in the possession of a private party which (A) has been derived from information that
was classified by the United States government, and (B) has been classified by the United States
pursuant to Executive Order 12958, as amended by Executive Order 13292 as “Confidential,”
“Secret,” “Top Secret,” or “Sensitive Compartmented Information;” (iii) verbal classified
information known to the defendant or defense counsel; or (iv) any information, regardless of its
place of origin and including “foreign government information,” as that term is defined in
Executive Order 12958, as amended by Executive Order 13292, that could reasonably be
believed to contain classified information,

b. “Document” shall mean any material containing information. The term
“document” shall include, without limitation, written or printed matter of any kind, including
originals, conforming copies, and non-conforming copies {e.g., a copy of an original with an
added notation). The term “document” shall also include, without limitation, letters, reports,
summaries, memoranda, notes, communications, telexes, cables, telecopies, telegrams,

facsimiles, e-mails, microfilms, reports, photographs, charts, graphs, maps, invoices,
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accountings, worksheets, bulletins, transcripts, and messages, as well as alterations, amendments,
modifications, and changes of any kind to the fore going, in addition to all recordings of
information on magnetic, electronic, or optical media (including but not limited to those on CD-
ROM), typewriter ribbons, films and all manner of electronic data processing storage.

c. “Access to classified information” means having access to, reviewing,
reading, learning, or otherwise coming to know in any manner classified information.

d. “Secure area” means a sensitive compartmented information facility
accredited by a Court Security Officer for the storage, handling, and control of classified
information.

3. Information in the public domain is ordinarily not classified. However, if
classifted information is reported in the press or otherwise enters the public domain, the
information does not lose its classified status merely because it is in the public domain. And
information reported in the press or otherwise in the public domain may be considered classified
and subject to the provisions of CIPA if the information in fact remains classified and is
confirmed by any person who has, or had, such access to classified information and that
confirmation corroborates the information in question. Accordingly, any attempt by the defense
to have classified information that has been reported in the public domain confirmed or denied at
trial or in any public proceeding in this case shall be governed by CIPA and all provisions of this
Order,

4, All classified documents and information contained therein shall remain classified
unless the documents bear a clear indication that they have been declassified by the agency or

department that originated the docunent or information contained therein (hereinafier, the
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“originating agency”).

5. In accordance with the provisions of CIPA and the security procedures
promulgated by the Chief Justice of the United States pursuant to that Act, this Court designates
Christine Gunning as the Court Security Officer and Jennifer Campbell, Miguel Ferrer, Maura
Peterson, Daniel Hartenstine, Frin Hogarty, Joan Kennedy, Michael Macisso, Craig Martin, and
Jarett Merk as alternate Court Security Officers for this case for the purpose of providing security
arrangements necessary to protect any classified information or documents that will be made
available to the defense in connection with this case or that may be in the possession of the
defense as a result of the defendant’s prior relationship with the government. Defense counsel
shall seek guidance from the Coutt Security Officer with regard to appropriate storage, handling,
transmittal, and use of all classified information.

6. The Court has been advised that the Department of Justice Attorneys assigned to
this case, William M. Welch IT and John P. Pearson, have the requisite security clearances
allowing them to have access (o the classified documents and information that relate to this case.

.Any references to government attorneys as used in this Order refer only to the attorneys listed in
this paragraph. Any other government attorneys who may in the future be designated to
participate in the litigation of any part of this matter (or supervise such litigation) will have
security clearances at the level of classification of any documents or information reviewed.

7. The defendant’s counsel, James Wyda and Deborah Boardman, and their
investigator and administrative assistant, William Kanwisher and Rosemary Blaylock
respectively, shall be given access to classified national security documents and information as

required by the government’s discovery obligations and in accordance with the terms of this
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Protective Order, the requirements of CIPA, and any other orders issued pursuant to CIPA, and
upon receipt of appropriate security clearances. Consistent with the defendant’s prior
employment and prior authorized access to classified information, the defendant Thomas
Andrews Drake (hereinafter “the defendant), will also be given access to national security
documents and information as required by government discovery obligations and in accordance
with the terms of this Protective Order, the requirements of CIPA, and any other orders issued
pursuant to CIPA. As set forth in the Government’s Motion for Protective Order, the defendant
has a continuing contractual obligation to the government not to disclose to any unauthorized
person classified information known to him or in his possession. The government is entitled to
enforce its agreement to maintain the confidentiality of classified information. Consequently,
pursuant to federal common law and the ordinary principles of contract law, the defendant shall
fully comply with his nondisclosure agreements and shall not disclose any classified information
to any unauthorized person unless authorized to do so by this Court. Any additional persons
whose assistance the defense reasonably requires may only have access to classified information
in this case after first obtaining from this Court, with prior notice to the government, an approval
for access to classified information at the level required for such access on a need-to-know basis,
and after satisfying the other requirements described in this Order for access to clagsified
information. The substitution, departure, or removal from this case of defense counsel or any
other cleared person associated with the defense as an ecmployee or witness or otherwise, shall
not release that person from the provisions of this Order or the Memorandum of Understanding
executed in connection with this Order.

8. The Court Security Officer shall arrange for and maintain an appropriately
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approved secure area for the use of defense counsel. The Court Security Officer shall establish
procedures to assure that the secure area is accessible to defense counsel during business hours
and at other times upon reasonable request as approved by the Court Security Officer. The
secure area shall contain a separate working area for defense counsel and will be outfitted with
any secure office equipment requested by the defense that is reasonable and necessary to the
preparation of the defense. The Court Security Officer, in consultation with defense counsel,
shall establish procedures to assure that the secure area is maintained and operated in the most
efficient manner consistent with the protection of classified information. No classified
documents may be removed from the secure area unless so anthorized by the Court Security
Officer with notice provided to the Court. The Court Security Officer shall not reveal to the
government the content of any conversations he or she may hear among the defense, nor reveal
the nature of the documents being reviewed or the work being generated. The presence of the
Court Security Officer shall not operate as a waiver, limit, or otherwise render inapplicable the
attorney-client privilege. The parties further understand and agree that none of the procedures
outlined in this Order shall be construed or operaté as a waiver or limitation on the attorney-
client privilege or work product privilege.

9. Filing of Papers by the Defendant. Any pleading or other document filed by the

defendant shall be filed under seal with the Court through the Court Security Officer or her
designee, unless defense counsel has obtained from the Court Security Officer permission,
specific to a particular, non-substantive pleading or document (e.g., motions for extensions of
time, continuances, scheduling matters, etc.} not containing information that is or may be

classified or under seal, in which case the pleading or documents need not be filed under seal,
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Pleadings filed under seal with the Court Security Officers or her designee shall be marked,
“Filed in Camera and Under Seal with the Court Security Officer or designee.” The date and
time of physical submission to the Court Security Officer or her designee shall be considered the
date and time of filing. At the time of making a physical submission to the Court Security
Officer or designee, defense counsel shall file on the public record in the CM/ECF system a
notice of filing that notifies the Court that a filing has been made. The notice should contain only
the case caption and an unclassified title of the filing. The Court Security officer shall
immediately deliver, under seal, to the Court and counsel for the United States any pleading or
document filed by the defendant that may contain classified information. The Court Security
Officer shall promptly examine the pleading or document and, in consultation with
representatives of the appropriate agencies, determine whether the pleading or document contains
classified information. If the Court Security Officer detenmines that the pleading or document
contains classified information, he or she shall ensure that the portion of the document containing
classified information, and only that portion, is marked with the appropriate classification
marking and remains under seal. All portions of all paper filed by the defendant that do not
contain classified information will be placed in the public record.

10.  Filing of Papers by the United States. Those portions of pleadings or documents

filed by the United States that contain classified information shall be filed under seal with the
Court through the Court Security Officer or her designee. Such pleadings and documents shall
be marked, “Filed In Camera and Under Seal with the Court Security Officer or designee.” The
date and time of physical submission to the Court Security Officer or her designee shall be

considered the date and time of filing. At the time of making a physical submission to the Court
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Security Officer or her designee, the government shail file on the public record in the CM/ECF
system a notice of filing that notifies the Court that a filing has been made. The notice should
contain only the case caption and an unclassified title of the filing. The Court Security Officer
shall immediately deliver, under seal, to the Court and counsel for the defendant (unless such
filing is an ex parte filing) any pleading or document filed by the govermment that contains
classified infonmation.

11. The Court Security Officer shall maintain a separate sealed record for those
materials which are classified. The Court Security Officer shall be responsible for also
maintaining the secured records for purposes of later proceedings or appeal.

12. Protection of Classified Information. The Court finds that in order to protect the

classified information involved in this case, no individual other than counsel for the United
States, appropriately cleared Department of Justice employces, personnel of the originating
agency, and the defendant and his counsel and their staff named above shall be allowed to obtain
access 1o classified documents and information unless and until that person (a) has been granted a
security clearance by the Department of Justice through the Court Security Officer and (b) has
obtained permission of the Court. No person except the defendant and his counsel and their staff
named above shall have access to the classified information involved in this case, unless and
until that persor, which includes any potential witnesses at trial, shall first have:
a. received from the Court Security Officer the appropriate security
clearance at the level of the classified information involved in this
litigation; and

b. signed the Memorandum of Understanding, in the form attached hereto,
thereby agreeing to comply with the terms of this Order.
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13. The signed Memorandum of Understanding shail be filed with the Court, The
substitution, departure, or removal for any reason from this case of counsel for the defense or
anyone later cleared and associated with the defense as an employee or witness or otherwise shall
not release that individual from the provisions of this Order or the Memorandum of
Understanding executed in connection with this Order. Before ﬁny person other than counsel for
the United States, appropriately cleared Department of Justice employees, and persormel of the
originating agency, is permitted by the Court to inspect and review classified national security
information, he or she must also sign the attached Memorandum of Understanding.

4. Access to Classified Information. The defendant, his counsel, and any later

cleared employees of counsel for the defendant or cleared witnesses accompanied by counsel for
the defendant (hereinafter, “the defense’) shall have access to classified information only as

follows:

a. All classified information produced by the government to the
defense in discovery or otherwise, and all classified information
possessed, created or maintained by the defense, shall be stored,
maintained and used only in the secure area established by the
Court Security Officer. No classified information shall be
maintained by the defense in any other place other than the secure
area established by the Court Security Officer.

b. No person, including counsel for the defendant, shall copy or
reproduce-any classified information in any manner or form, except
with the approval of the Court Security Officer or in accordance
with the procedures established by the Court Security Officer for
the operation of the secure area.

c. The defendant and his counsel shall have free access to the
classified information made available to them in the secure arca
established by the Court Security Officer and shall be allowed to
take notes and prepare documents with respect to those materials.
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d. All documents prepared by the defense (including, without
limitation, pleadings or other documents intended for filing with
the Conrt) that do or may contain classified information must be
prepared in a secure area on word processing equipment approved
by the Court Security Officer. All such documents and any
associated materials (such as notes, drafts, copies, typewriter
ribbons, magnetic recordings, exhibits) containing classified
information shall be maintained in the secure area unless and until
the Court Security Officer determines that those documents or
associated materials are unclassified in their entirety. None of
these materials shall be disclosed to counsel for the United States.

e, The defense shall discuss classified information only with other
cleared persons and only in the secure area or in an area authorized
by the Court Security Officer.

f. The defense shall not disclose, without prior approval of the Court,
the contents of any classified documents or information to any
person not named in this Order except to the Court, Court
personnel, and the attorneys for the United States identified by the
Court Security Officer as having the appropriate clearances and the
need to know. Counsel for the United States shall be given an
opportunity to be heard in response to any defense request for
disclosure to a person not named in this Order. Any person
approved by the Court for disclosure under this paragraph shall be
required to obtain the appropriate security clearance, to sign and
submit to the Court the Memorandum of Understanding appended
to this Order, and to comply with all the terms and conditions of
this Order. If preparation of the defense requires that classified
information be disclosed to persons not named in this Order, the
Department of Justice shali promptly seek to obtain security
clearances for them at the request of defense counsel.

g The defense, including the defendant, counsel for the defendant,
and any other later cleared employees or defense witnesses, shall
not discuss classified information over any standard commercial
telephone instrument or office intercommunication systems,
ncluding but not limited to the internet, or in the presence of any
person who has not been granted access by the Court to classified
information,

h. Any documents written by the defense that do or may contain
classified information shall be transcribed, recorded, typed,
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duplicated, copied or otherwise prepared only by persons who have
received an appropriate approval for access to classified
information.

I If counsel for the government advises the defendant’s counsel that
certain classified information or documents may not be disclosed
to the defendant, then defense counsel shall not disclose such
information or documents to the defendant without prior
concurrence of counsel for the government or, absent such
concurrence, approval of the Court. Counsel for the government
shall be given an opportunity to be heard in response to any
defense request for disclosure to the defendant of such classified
information.

15.  The Classified Information Procedures Act. No motion has been made by the

defense for the disclosure of classified information as of the date of the issuance of this Order.
Procedures for the public disclosure of classified information by the defense shall be those
established in Sections 5 and 6 of CIPA. The Court may issue additional Protective Orders as
needed.

16.  Any unauthorized disclosure of classified information may constitute violations of
the criminal laws of the United States. In addition, any violation of the terms of this Order shall
be brought immediately to the attention of this Court and may result in a charge of contempt of
court and possible referral for criminal prosecution. Any breach of this Order may also result in
termination of an individt;al’s access to classified information. Persons subject to this. Order are
advised that direct or indirect unauthorized disclosure, retention, or negligent handling of
classified documents or information could cause serious damage, and in some cases,
exceptionally grave damage to the national security of the United States or may be used to the
advantage of a foreign nation against the interests of the United States. This Protective Order is

intended to ensure that those authorized to receive classified information in connection with this
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case will never divulge that information to anyone not authorized to receive it, without prior
wriften authorization from the originating agency and in conformity with this Order.

17. All classified documents and information to which the defense (including the
defendant, counsel for the defendant, any later cleared employee of counsel for the defendant, or
cleared defense witnesses) have access in this case are now and will remain the property of the
United States. Upon demand of the Court Security Officer, these persons shall return to the
Court Security Officer, all classified information in their possession obtained through discovery
from the government in this case, or for which they are responsible because of their access to
classified information. The notes, summaries and other documents prepared by the defense that
do or may contain classified information shall remain at all times in the custody of the Court
Security Officer for the duration of this case. At the conclusion of this case, all such notes,
summaries and other documents are to be destroyed by the Court Security Officer in the presence
of defense counsel.

18. A copy of this Order shall be issued forthwith to the defendant, and also to
defense counsel, who shall be responsible for advising the defendant, any co-counsel, employees
of counsel for the defendant, and defense witnesses who need to know the contents of this Order.
The defendant, counsel for the defendant, and any other individuals who will be provided access
to classified information, shall execute the Memorandum of Understanding described in
paragraph 12 of this Order, and counsel for the defendant shall file executed originals of such
signed documents with the Court and the Court Security Officer, and serve an executed original
upon the United States. The execution and filing of the Memorandum of Understanding is a

condition precedent for the defendant, counsel for the defendant, or any other person assisting the
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defense, to have access to classified information,

Toni

SO ORDERED this_ 2 ¥ ﬂday of Rdsy, 2010.

LU L. R E

Richard.D, Bennett
UNITED STATES DISTRICT JUDGE

Respectfully Submitted:

/s/
William M. Welch I
Senjor Litigation Counsel
U.S. Department of Justice

/s/
John P. Pearson
Trial Attomey
U.S. Department of Justice
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Seen and Agreed To:

/s/
James Wyda, Esq.
Counsel for Defendant

s/
Deborah Boardman, Fsq.
Counsel for Defendant




CERTIFICATE OF SERVICE

I hereby certify that I have this day served a copy of the foregoing REPLY BRIEF IN
SUPPORT OF DEFENDANT’SMOTION TO ADOPT THE PROTECTIVE ORDER IN THE
. FORM PROPOSED BY DEFENDANT, by using the CM/ECF system which will automatically

send notification of such filing to the following:

James D. Durham, Esquire
Acting US Aftorney
Jennifer G. Solari, Esquire
Assistant US Attorney
Southern District of Georgia
PO Box 8970

Savannah, GA 31401

Julie A. Edelstein, Esquire
David C. Aaron, Esquire
US Department of Justice
National Security Division

This 28® day of July, 2017

s/ John C_Bell Jr.
John C. Bell, Ir.

COUNSEL FOR DEFENDANT




